**上海电力大学VPN开户申请表**

**双面打印**

|  |  |  |  |  |  |
| --- | --- | --- | --- | --- | --- |
| 开户方填写 | 开户单位 |  | | | |
| 开 户 人 |  | | | |
| 联系电话 |  | | | |
| 电子邮箱 |  | | | |
| 开户事由 |  | | | |
| 资源情况  （可另附页） | 服务器IP地址 | 服务端口 | | 服务器用途 |
|  |  | |  |
|  |  | |  |
|  |  | |  |
|  |  | |  |
|  |  | |  |
|  |  | |  |
|  |  | |  |
| 我作为中国教育和科研计算机网的用户，同意遵守国家和地方的有关法规，中国教育和科研计算机网、上海电力大学有关网络安全管理规定。如违反以上规定，愿意接受处罚并承担法律责任。  签字（盖章）：  年　　月　　日 | | | | |
| 院部意见 | 部门名称 |  | | | |
| 联 系 人 |  | | | |
| 联系电话 |  | | | |
| 已确认上述资源由我部门管理使用，并同意由开户申请单位通过VPN对上述资源进行日常运维。  签字（盖章）：  年　　月　　日 | | | | |
| 信息办 | 账号信息 |  | | | |
| 经 办 人 |  | | 受理时间：　　　　　　年　　月　　日 | |

注意事项：

1. 请按要求填写表格并签署《上海电力大学网络安全管理协议》，双面打印后交信息办备案。
2. 账号审批信息将通过邮件形式发送至开户单位电子邮箱。
3. 请妥善保管好VPN账号和密码，对因账号密码泄露造成网络安全事件，将依法报主管单位处理并追究开户方的法律责任。
4. VPN账号有效期一年，到期后如需继续使用，可重新申请激活。

**上海电力大学网络安全管理协议**

甲方：上海电力大学现代教育技术中心/信息办

乙方： \_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_

上海电力大学校园网络是为全校教育和科研建立的计算机信息网络，其目的是利用先进实用的计算机技术和网络通信技术，实现校园内计算机连网，实现信息资源共享，并通过中国教育和科研计算机网(CERNET)与因特网互连。校园网络服务的主体对象为上海电力大学的各单位和师生员工。接入校园网络的所有用户必须与学校签署本项协议，遵守如下条款：

1. 遵守国家和地方的有关法规、CERNET有关规定，遵守上海电力大学校园网络安全与信息管理的有关规定。
2. 按要求办理接入校园网络的入网登记手续，不擅自接入校园网络。
3. 接受并配合国家有关部门及学校按章依法进行的监督检查。
4. 严格执行安全保密制度，对所提供的信息负责。
5. 不利用校园网络从事危害国家安全，泄露国家秘密等犯罪活动，不制作、查阅、复制和传播有碍社会治安的不健康的和有伤风化的信息。
6. 在校园网络上不进行任何干扰网络用户、破坏网络服务和破坏网络设备的活动。
7. 自觉遵守国家有关保护知识产权的各项法律规定，不擅自复制和使用网络上未公开和未授权的文件；不在网络中擅自传播或拷贝享有版权的软件；不销售免费共享的软件。
8. 不擅自转让用户帐号或地址；不将口令随意告诉他人；不盗用他人用户帐号或地址；不非法入侵他人计算机系统；不非法阅读他人文件或电子邮件；不滥用网络资源；不对网络内的计算机进行端口扫描；不利用网络窃取别人的研究成果或受法律保护的资源等。
9. 严格遵守有关信息上网的规定，严禁涉及国家机密的信息上网。
10. 、不制造和传播计算机病毒。
11. 、对盗用网络造成经济损失的，除给予警告直至停止使用网络外，还要赔偿所造成的全部经济损失并视情节轻重处以所造成损失1—5倍的罚款；情节严重的，提交学校有关职能部门予以纪律处分；对严重影响上海电力大学声誉、情节特别恶劣的，学校将提起法律诉讼。
12. 、增强自我保护意识，及时反映和举报违反国家和地方有关法规、CERNET、上海电力大学颁布并执行的有关规章制度的人和事。

本用户作为上海电力大学校园网络的入网用户同意遵守上述条款，如违反本协议，愿意接受处罚并承担法律责任。

甲方：上海电力大学现代教育技术中心/信息办 乙方：

日期：　　　　年　　月　　日 日期：　　　　年　　月　　日